**Discussion Forum 3 – Summary Post**

This discussion was based on a case study of a hospital incorrectly disclosing a patient’s data to a third party. Several recommendations for controls that can be used to mitigate the risk of this type of breach were shared. It is important to note that human error is identified as the root cause of the majority of data breaches, with 95% of breaches shown to have human factors involved (Wong, 2021; Nobles, 2018). The General Data Protection Regulation (GDPR) mandates security controls across people, process, and technology in order to effectively protect personal data from being breached.

Wong (2021) suggests a personnel solution of staff training, not just on data protection, but on security too in order to embed a security culture. Building a strong security culture is a continuous process and ensures staff at all levels of an organisation take responsibility for protecting data.

To build on process controls, Wilson (2021) recommends implementing mechanisms for checking adherence to documented processes and Kufner (2021) offers the solution of completing audits to measure effectiveness. Both internal and external audits can be conducted to ensure processes meet compliance requirements (RSM, 2020). In addition, sufficient due diligence should be done on the practices of third parties that will be acting as data processors in order to ensure data is protected throughout its lifecycle (Wilson, 2021).

Furthermore, Kufner (2021) suggests utilising technical solutions to solve the challenge of human error. Using technology to automate data processing tasks can boost GDPR compliance through reducing errors (Ryan et al., 2020). However, Kufner (2021) does highlight that these solutions can be more costly.

The GDPR was introduced to create a clear central regulation to cover the protection of personal data and has incentivised businesses by administering large fines for breaches (Millward, 2021). This has been effective in getting companies to adopt holistic security measures in order to protect the confidentiality, integrity, and availability of data (RSM, 2020).
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